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3: Permissive BYOD policies can cause significant problems because you are relying on users to fight for the integrity of their own devices. While some users may do this well, the average businessperson may bring a virus into your internal network. They might also be more likely to use business internet or infrastructure for improper or illegal purposes. This opens up the door for malware or other external data monitoring to cause legal issues or even to infect the network.

10: A stateful firewall monitors the state of the connection and the context in which a packet is sent. This allows the firewall to identify packages that do not fit with the structure of the data, whereas a deep packet inspection firewall examines the contents of the packets and identifies malicious code in them or whatever other flags could be present. The deep packet inspection is a data inspection, whereas the previous was a framework inspection.
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